EXTREMELY GOOD OFFERS ARE FRAUDS IN DISGUISE.

Fraudsters want to trick you into clicking, downloading and providing sensitive information. Phishing emails look like legitimate requests from known individuals or organizations. Always double-check before clicking on links or downloading attachments from mails of unknown senders.